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OBJETO

A presente Politica descreve o Plano de Contingéncia e Continuidade dos Negdcios
(“PCN") da R Capital Asset Management Investimentos S.A. (“R Cap” ou “Gestora”) tendo
como objetivo definir os procedimentos a serem adotados pela equipe da Gestora, no
caso de contingéncia, de modo a impedir descontinuidade operacional por problemas
que impactem no funcionamento da Gestora.

1. Escopo

Foram estipulados estratégias e planos de acao com o intuito de garantir que os servi¢cos
essenciais da Gestora sejam previamente identificados e preservados mesmo na
ocorréncia de um imprevisto ou um desastre.

O modo contingencial sera acionado quando for identificada qualquer ocorréncia ou
situacao que dificulte ou impeca a rotina diaria da operacdo, o que pode causar impactos
financeiros, legais/regulatorios e de imagem, entre outros, a Gestora e a seus clientes.

As acbes a serem tomadas quando uma situacao dessas ocorre é chamada de Plano de
Contingéncia e Continuidade de Negdcios (“PCN").

O PCN é compartilhado com todos os Colaboradores da Gestora e faz parte da sua
cultura. Os Colaboradores sdo preparados para exercer suas funcdes em situacdes
contingenciais e dessa forma os impactos serdo minimizados.

2. Premissas

Para a consecucdo dos objetivos acima e de acordo com a autorregulacdo da ANBIMA, o
PCN devera conter:

I.  Analise de riscos potenciais;

Il. planos de contingéncia, detalhando os procedimentos de ativacdo, o
estabelecimento de prazos para aimplementacao e a designacao das equipes que
ficardo responsaveis pela operacionalizacdo dos referidos planos; e

lll.  validacdo ou testes no minimo a cada doze meses, ou em prazo inferior, se exigido
pela regulacao vigente.

Compete ao Comité de Riscos e Compliance aprovar o PCN da Gestora.
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3. Equipe de Contingéncia
Para coordenar todas as a¢des necessarias em situa¢bes de contingéncia, bem como
promover o adequado treinamento e acles para restabelecimento da situacdo de
atividade normal da Gestora, foram definidos os seguintes responsaveis pela Equipe de
Contingéncia:

I. Diretor de Compliance, Risco e PLD da Gestora;

Il. Diretor de Gestdo, Distribuicao e Suitability (no caso da auséncia do Diretor de
Compliance, Risco e PLD da Gestora).

Essas pessoas deverdo tomar as decisbes necessarias para acionar o PCN, se e quando
necessario, comunicando imediatamente a todos os Colaboradores da Gestora. Clientes
e demais stakeholders serdo comunicados conforme necessidade.

4. PCN

Considera-se basicamente a impossibilidade ou dificuldade em manter o funcionamento
normal da Gestora devido a problemas de ordem técnica (hardware), fisica (acesso ao
escritorio), pessoal (auséncia significativa de funcionarios) e de infraestrutura (falta de
energia ou internet).

Os riscos que podem ocasionar o acionamento do PCN foram identificados da seguinte
forma:

I.  Problemas de Infraestrutura: os problemas dessa ordem sdo, dentre outros, falha
e/ou interrupcao no fornecimento de servicos essenciais como a falta de energia
elétrica, falta de agua, falha nas conexdes de rede, falha nos links de internet, falha
nas linhas telefénicas, falhas nos sites das empresas que fornecem sistemas de
uso da Gestora etc.; e

1. Problemas de acesso ao local/recursos: os problemas dessa ordem sdo, dentre
outros, impossibilidade ou dificuldade de acesso ao local onde se localiza o
escritorio. Essa impossibilidade pode ser causada por eventos como greves, por
exemplo de transporte publico, interdi¢des pelas autoridades do prédio ou do
entorno do escritério da Gestora etc.

Considerando os cenarios acima, o responsavel pela Equipe de Contingéncia da Gestora
devera acionar este plano, em carater imediato, e iniciar também imediatamente a
avaliacao das causas que geraram a contingéncia para providenciar sua solu¢ao o mais
rapidamente possivel, bem como dar inicio ao efetivo cumprimento dos procedimentos
descritos abaixo, quais sejam:
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|.  Comunicar imediatamente o ocorrido a toda a equipe interna, via ligacao celular,
grupo corporativo da empresa em aplicativo de mensagens ou qualquer outro
meio a sua disposicdo, indicando nessa oportunidade qual o procedimento a ser
adotado por cada Colaborador de acordo com a contingéncia ocorrida;

Il.  Caso seja verificada a necessidade de sair do escritério da Gestora, os
Colaboradores poderdo continuar a desempenhar suas atividades através de
Home Office, uma vez que todos os arquivos podem ser acessados pela nuvem. A
continuidade das operacdes da Gestora devera ser assegurada no proprio dia util
da ocorréncia da contingéncia no escritério fisico, de modo que as atividades
diarias ndo sejam interrompidas ou gravemente impactadas.

O responsavel pela Equipe de Contingéncia Gestora devera acompanhar todo o processo
até o retorno a situacdao normal de funcionamento dentro do contexto das atividades
desempenhadas pela Gestora e reportar eventuais alteracbes e atualizacdes da
contingéncia aos demais colaboradores.

5. Processos Criticos

Para atendimento as necessidades minimas de manutencdo dos servi¢os/atividades da
Gestora, foram definidos procedimentos que devem ser adotados toda vez em que uma
situacdo que caracterize uma contingéncia as operac¢des da Gestora seja identificada.

A avaliacdo considerou os riscos potenciais, processos e atividades considerados como
criticos, responsaveis e recursos necessarios, sendo possivel garantir o funcionamento
da Gestora.

A lista de processos e atividades considerados como criticos, respectivos planos de
contingéncia, responsaveis e riscos potenciais estao descritos no Anexo 1, localizado ao
final desta Politica.

6. Aspectos Gerais

E responsabilidade do Diretor de Compliance, Risco e PLD manter este PCN atualizado,
bem como a supervisdo da realizacdo de validacdo a cada 12 (doze) meses dos
procedimentos estabelecidos neste PCN.

Ainda, o Diretor de Compliance, Risco e PLD supervisionara os testes de contingéncias
que possibilitem que a Gestora esteja preparada para eventos desta natureza,
proporcionando a Gestora condi¢des adequadas para continuar suas operacgodes.

Sendo assim, anualmente, é realizado um teste de contingéncia para verificar:
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a) Acesso aos sistemas;

b) Acesso ao e-mail corporativo;

c) Acesso aos dados armazenados; e

d) Qualquer outra atividade necessaria para continuidade do negdcio.

O resultado do teste é registrado em relatério, que servira como indicador para
regularizacdo das possiveis falhas identificadas, servindo como apoio ao constante
aprimoramento deste PCN.

7. Vigéncia e Atualizagao

Esta Politica serd revisada, no minimo, anualmente. Poderd, ainda, ser alterada na
hipétese de determinacao legal ou regulatéria.

Histérico das atualiza¢des

Data Versao Responsavel
Marco de 2021 1.0 Diretor de Compliance, Risco e PLD
Novembro de 2022 2.0 Diretor de Compliance, Risco e PLD/FTP
Abril de 2024 3.0 Diretor de Compliance, Risco e PLD/FTP
Janeiro de 2026 4.0 Diretor de Compliance, Risco e PLD/FTP
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8. Anexo 1

PCN | Processos Criticos

Processo

Recursos

"ERCAPITAL

MNegociagdo de ativos
Negociagdo de ativos

Movimentagdo de Passivos

Gestdo de caixa

Operacional - investidas

Riscos potenciais: .

R

Figura 1
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GF

Back

Back

GF

GF

Back

Back

Back

Emissao de boleta

Boletagem de ativos (Administradar)

Boletagem de passivos (Administrador)

Apuracdo/divulgacdo/disponibilizagio de provento a ser
pago por cota - dividendos

Disponibilizar recurso para investidas

Envio de dinheiro para conta da Land (Fundo x Land)

Envio de dinheiro para conta da SPE (Land x SPE)

Pagamentos Land (contabilidade, advogado)

Teams: aplicagdo/resgate de cotas
E-mail: compra e venda de ativo

Vortx: boletador (site Vortx) ou e-mail
Terra: via e-mail
Reag: Site ou e-mail

Vortx: boletador (site Vortx) ou e-mail
Terra: via e-mail
Reag: Site ou e-mail

One drive
APP Banco

APP Banco Bradesco; Conta Vortx: Conta
Terra; Conta Reag

APP Banco Itad

APP Banco Ital

Auséncia de informagdes necessarias para apuragdo de dividendos (maior risco no fechamento do semestre)

HO: Celular ou computador pessoal

HO: Celular ou computador pessoal
(necessita de login e senha da Vortx e Reag)

HO: Celular ou computador pessoal
(necessita de login e senha da Vortx e Reag)

HO: Celular ou computador pessoal

HO: Celular ou computador pessoal
(necessita de login e senha do Banco)

HO: Celular ou computador pessoal
(necessita de login e senha do Banco)

HO: Celular ou computador pessoal
(necessita de login e senha do Banco)

HO: Celular ou computador pessoal
(necessita de login e senha do Banco)

Auséncia de recurso disponivel na conta do Fundo para pagamento de obrigagdes: Dividendos, Pagamentos Land, envio de dinheiro para Land/SPE

Auséncia de informagdo para pagamento de resgate aos cotistas:

Reap-asset.com.br

Processos e atividades consideradas como criticos, responsdveis e riscos potenciais
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